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Subpart A—Freedom of 
Information Act 

§ 5.1 General provisions. 

(a)(1) This subpart A contains the 
rules that the Department of Homeland 
Security (Department) follows in proc-
essing requests for records under the 
Freedom of Information Act (FOIA) (5 
U.S.C. 552). These rules should be read 
together with the FOIA, which pro-
vides additional information about ac-
cess to records maintained by the De-
partment. Requests made by individ-
uals for records about themselves 
under the Privacy Act of 1974 (5 U.S.C. 
552a), which are processed under sub-
part B of this part, are processed under 
this subpart also. Information rou-
tinely provided to the public as part of 
a regular Department activity (for ex-
ample, press releases issued by the As-
sistant Secretary for Public Affairs 
may be provided to the public without 
following this subpart). 

(2) The provisions established by this 
subpart shall apply to all Department 
components that are transferred to the 
Department. Except to the extent a De-
partment component has adopted sepa-
rate guidance under FOIA, the provi-
sions of this subpart shall apply to 
each component of the Department. 
Departmental components may issue 
their own guidance under this subpart 
pursuant to approval by the Depart-
ment. 

VerDate Mar<15>2010 14:53 Jan 30, 2012 Jkt 226011 PO 00000 Frm 00015 Fmt 8010 Sfmt 8010 Q:\06\6V1.TXT ofr150 PsN: PC150



6 

6 CFR Ch. I (1–1–12 Edition) § 5.2 

(b) As used in this subpart, compo-
nent means each separate bureau, of-
fice, board, division, commission, serv-
ice, or administration of the Depart-
ment. 

§ 5.2 Public reading rooms. 

(a) Records that are required to be 
maintained by the Department in a 
public reading room will be made avail-
able electronically at www.dhs.gov/foia. 
Each Department component will be 
responsible for determining which of 
the records it generates are required to 
be made available and to make those 
records available either in its own 
reading room or in the Department’s 
central reading room. Each component 
shall maintain and make available for 
public inspection and copying a current 
subject-matter index of its reading 
room records. Each index shall be up-
dated regularly, at least quarterly, 
with respect to newly included records. 

(b) The Department components 
maintain public reading rooms or areas 
at the locations listed below: 

(1) Animal and Plant Health Inspec-
tion Service Library, 4700 River Road, 
Riverdale, MD 20737–1232; 

(2) Plum Island Animal Disease Cen-
ter, the APHIS address above or, 
USDA-ARS, 5601 Sunnyside Avenue, 
Building 1, Room 2248, Beltsville, MD 
20705–5128; 

(3) Critical Infrastructure Assurance 
Office (A former office of the Bureau of 
Industry and Security) does not main-
tain a conventional public reading 
room. Records that are required to be 
in the public reading room are avail-
able electronically at http:// 
www.bis.doc.gov/FOIA/Default.htm; 

(4) FIRESTAT (formerly the Inte-
grated Hazard Information System of 
the National Oceanic and Atmospheric 
Administration), NOAA Public Ref-
erence Facility, 1305 East-West High-
way (SSMC4), Room 8627, Silver 
Spring, MD 20910; 

(5) National Communication Service 
(a former component of the Defense In-
formation Systems Agency) does not 
maintain a conventional public reading 
room. Records that are required to be 
in the public reading room are avail-
able electronically at http://disa.mil/gc/ 
foia/foia.html; 

(6) The address for each component 
and program listed below is: U.S. De-
partment of Energy; 1000 Independence 
Avenue, SW., Washington, DC 20585: 

(i) Energy Assurance Office; 
(ii) Environmental Measurements 

Laboratory; 
(iii) Nuclear Incident Response 

Team; 
(iv) The chemical and biological na-

tional security and supporting pro-
grams and activities of the non-pro-
liferation and verification research and 
development program; 

(v) The life sciences activities related 
to microbial pathogens of Biological 
and Environmental Research Program; 

(vi) The nuclear smuggling programs 
and activities within the proliferation 
detection program of the non-prolifera-
tion and verification research and de-
velopment program; 

(vii) The nuclear assessment program 
and activities of the assessment, detec-
tion, and cooperation program of the 
international materials protection and 
cooperation program, and the advanced 
scientific computing research program 
and activities at Lawrence Livermore 
National Laboratory; and 

(viii) The National Infrastructure 
Simulation and Analysis Center; 

(7) The address for each component 
and program listed below is: Freedom 
of Information Act Officer at: Depart-
ment of Health and Human Services, 
Freedom of Information Officer, Room 
645–F, Hubert H. Humphrey Building, 
Independence Avenue, SW., Wash-
ington, DC 20201: 

(i) Metropolitan Medical Response 
System; 

(ii) National Disaster Medical Sys-
tem; 

(8) Office of Emergency Preparedness 
please contact the Strategic National 
Stockpile Centers for Disease Control 
and Agency for Toxic Substances and 
Disease Registry, 1600 Clifton Road, 
NE., Room 4103, Building 1, Atlanta, 
GA 30333; 

(9) Immigration and Naturalization 
Service, 111 Massachusetts Avenue, 
NW., 2nd Floor, ULLICO Building, 
Washington, DC 20536; 

(10) For the National Infrastructure 
Protection Center, the National Do-
mestic Preparedness Office, and the 
Domestic Emergency Support Team: 
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